PROJECT 1 TO 1 ACCEPTABLE USE POLICY...a beginning

You acknowledge that (i) the MCPSS Network provides unencrypted wireless access to the Internet; (ii)

you are solely responsible for the security of your system and any transmissions you make or receive; and (iii) that you understand the risks of unencrypted access to the Internet and will take any necessary security precautions, including but not limited to encrypting confidential transmissions, backing up any data

You will not introduce any viruses, Trojan horses, worms, time bombs, cancelbots or other computer programming routines that may damage, detrimentally interfere with, surreptitiously intercept or expropriate any system, data or personal information;

You will not create any liability for MCPSS or cause MCPSS to lose (in whole or in part) the services of our suppliers;

You will not violate any law, statute, ordinance or regulation (including, but not limited to, those governing export control, consumer protection, unfair competition, antidiscrimination or false advertising);

d) be defamatory, trade libelous, threatening, abusive or harassing;

e) be obscene or involve pornography;

f) infringe any third party's copyright, patent, trademark, trade secret or other intellectual property rights, rights of privacy or rights of publicity;

g) involve any attempt to access any data or system which you are not authorized to access; or

h) transmit "junk mail," "chain letters," or unsolicited mass mailing, instant messaging, "spimming,"or "spamming.”

3. MCPSS routinely monitors and logs communications over its networks for security, performance, and other purposes. Except where prohibited by applicable law, MCPSS may access, monitor, audit, intercept and disclose any such communications, data or information.

If for any reason a court of competent jurisdiction finds any provision to be illegal or otherwise unenforceable, that provision will be enforced to the maximum extent permissible so as to effect the intent of the parties, and the remaining provisions shall continue in full force and effect.

**INTERNET ACCEPTABLE USE**

Students

The board supports access by students to rich information resources and the development by staff

of appropriate skills to analyze and evaluate such resources.

All such materials shall be consistent with board-system guidelines and staff will provide

guidance and instruction to students in the appropriate use of such resources.

Students and employees violating the acceptable use guidelines may have their computer/internet

privileges revoked and be subject to discipline.

Unacceptable uses of the Internet and e-mail:

The school e-mail and Internet access may not be used for transmitting,

retrieving or storage of any communications of a discriminatory or

harassing nature. Harassment of any kind is prohibited. No messages with

derogatory or inflammatory remarks about an individual's race, age,

disability, religion, national origin, physical attributes or sexual

preference shall be transmitted. No abusive, profane or offensive

language is to be transmitted through the school's e-mail or Internet

system. Electronic media may not be used for any other purpose that is

illegal, against school policy or contrary to the school's best

interest. Solicitation of non-school business or any use of the school

e-mail or Internet for personal monetary gain is prohibited.

Communications:

Each employee is responsible for the content of all text, audio or

images that he/she places or sends over the school's e-mail/Internet

system. No e-mail or other electronic communications may be sent which

hides the identity of the sender, represents the sender as someone else

or someone from another school. All messages communicated on the

school's e-mail/Internet system should contain the employee's name.

Any messages or information sent by an employee to another individual

outside of the school via an electronic network (e.g., bulletin board,

online service or Internet) are statements that reflect on the school.

While it is customary to include personal "disclaimers" in electronic

messages, there is still a connection to the school, and the statements

may be tied to the school.

All communications sent by employees via the school's e-mail/Internet

system must comply with this and other school policies and may not

disclose any confidential or proprietary school information.